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*** First Change ***
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 22.368: "Service Requirements for Machine-Type Communications (MTC)".

[3]
3GPP TS 23.682: "Architecture Enhancements to facilitate communications with Packet Data Networks and Applications".

[4]
3GPP TS 29.368: "Tsp interface protocol between the MTC Interworking Function (MTC-IWF) and Service Capability Server (SCS)".

[5]
3GPP TS 23.040: "Technical realization of the Short Message Service (SMS)".

[6]
3GPP TS 23.142: "Value-added Services for SMS (VAS4SMS); Interface and signalling flow".

[7]
3GPP TS 33.220: "Generic Authentication Architecture (GAA); Generic Bootstrapping Architecture (GBA)".

[8]
3GPP TS 33.223: "Generic Authentication Architecture (GAA); Generic Bootstrapping Architecture (GBA) Push function".

[9]
3GPP TS 23.204: "Support of Short Message Service (SMS) over generic 3GPP Internet Protocol (IP) access; Stage 2".
[10]
3GPP TS 31.115: "Remote APDU Structure for (U)SIM Toolkit applications".

[11]
3GPP TS 31.116: "Remote APDU Structure for (Universal) Subscriber Identity Module (U)SIM Toolkit applications".

[12]
ETSI TS 102 225: "Smart Cards; Secured packet structure for UICC based applications”.

[13]
ETSI TS 102 226: "Smart cards; Remote APDU structure for UICC based applications”.

[14]
3GPP TS 31.111: "Universal Subscriber Identity Module (USIM) Application Toolkit (USAT)". 
[15]
3GPP TS 33.210: "3G security; Network Domain Security (NDS); IP network layer security ".
[16]
3GPP TS 33.246: "MBMS Security".
[17]
3GPP TS 33.310: "3G security; Network Domain Security (NDS); Authentication Framework (AF) ".
[18]
RFC6749: "The OAuth 2.0 Authorization Framework ".
[zz]
3GPP TS 33.122: "Security Aspects of Common API Framework for 3GPP Northbound APIs".
*** Next Change ***
5.5.x
Support for CAPIF

When the SCEF supports CAPIF as specified in sub-clause 4.4.8 in TS 23.682 [2], then CAPIF core function shall choose the appropriate CAPIF-2e security method as defined in the sub-clause 6.5.2 in TS 33.122[zz] for mutual authentication, authorization and protection of the SCEF-SCS/AS interface.
*** End of Changes ***
